
Figure C8.F2. Standard Process Flow of Defense Articles Designation for Enhanced End Use Monitoring 
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Note 1: Staffing actions are led by DSCA (Office of International Operations, Global Execution Directorate, End Use Monitoring 
Division (IOPS/GEX/EUM)).  DSCA staffing will also include DSCA (Office of International Operations, Weapons 
Directorate (IOPS/WPN)), DSCA (Office of Strategy, Plans, and Policy (SPP)), DSCA (Front Office, Office of the General 
Counsel (FO/OGC)), and the appropriate MILDEP. 

Note 2: Case-Unique EEUM process is identified in Figure C8.F2. and for items not generally treated as EEUM designated as 
EEUM only for specific FMS export sales. 

Obtain Enhanced End Use Monitoring (EEUM)-designation document from Military Department 
(MILDEP), Interagency technology release authority or Office of the Under Secretary of Defense 

for Policy (OUSD (P)) organization. 

Implementing Agency (IA)/MILDEP is responsible for submitting a Military Articles and Services 
List (MASL) worksheet to DSCA (Office of Business Operations, Financial Policy & Regional 
Execution Directorate, Financial Reporting and Compliance Division (OBO/FPRE/FRC)) for 

coordination as Enhanced End Use Monitoring (EEUM). 

Publish DSCA policy memo to designate defense article for EEUM for all Foreign Military Sales 
(FMS)-eligible countries (See Table C8.T4.) and add physical security and accountability EEUM 

Note in the SAMM (Appendix 6) for inclusion on future LOA(s). 

EEUM item is automatically added to the Security Cooperation Information Portal (SCIP) EEUM 
Reconciliation Report after LOA is implemented.   

Serial Numbers are added to the SCIP EUM database by the MILDEP monthly report 

Develop and Validate DoD Golden Sentry EEUM Checklist through SCO EEUM checks and DSCA 
Compliance Assessment Visits (CAVs) 

IA/MILDEP complete Partner Nation storage facility site certification prior to EEUM-designated 
weapon systems delivery 

Develop Letter of Offer and Acceptance (LOA) physical security and accountability EEUM note 
during case development.  For EEUM defense articles containing embedded Communications 
Security (COMSEC), the note usage must also contain language to add the required COMSEC 

note. 

If a site certification is required (See Section C8.4.3.), the IA/MILDEP is responsible to ensure 
there is an appropriate funding line within the LOA for the certification. 

https://samm.dsca.mil/chapter/chapter-8#C8.F1.
https://samm.dsca.mil/chapter/chapter-8#C8.F2.
https://samm.dsca.mil/chapter/chapter-8#C8.T4.
https://samm.dsca.mil/appendix/appendix-6
https://samm.dsca.mil/chapter/chapter-8#C8.4.3.

